
    4. Lack of Data Encryption:

Sensitive data was stored unencrypted, making it accessible to
anyone who gained unauthorised access to the system

Identify whether each statement is a True or False factor that could
have contributed to the incident. 

Let’s investigate what could have
led to the data breach!

Inadequate Incident Response Plan: 1.

The organization did not have a clear incident
response plan in place, delaying their reaction to the
data breach and allowing the situation to worsen

    2. Phishing Attacks: 
Employees fell victim to phishing emails that tricked them into
providing their login credentials to attackers.

    3. Data Redundancy Practices: 

The organisation implemented data redundancy practices that
ensured data was backed up, preventing loss of data in case of
a breach.

    5. Physical Security Measures:

The organization had robust physical security measures in place,
including surveillance and restricted access to sensitive areas.

Psst! Combine the numbers and first capital
letters of the correct answers (true or false)

to access the first cue.


